**О реализации мер безопасности детей и подростков в сети Интернет
в образовательных организациях Республики Башкортостан**

Сегодня информационно-коммуникационные технологии предоставляют беспрецедентные возможности для обучения и творчества детей и подростков. В то же время серьезную обеспокоенность вызывает негативное влияние современной информационной среды на детей и молодежь. За последние годы в детской среде произошли серьезные изменения, связанные с неограниченной доступностью средств массовой информации, мобильной связи и сети Интернет. Их бесконтрольное использование нередко оказывает на детей психотравмирующее и растлевающее влияние, побуждает их к рискованному, агрессивному, жестокому, антиобщественному поведению, облегчает их вовлечение в криминальную деятельность, азартные игры, секты и многое другое.

Ответственность за посещение обучающимися сайтов, не связанных с задачами воспитания и образования и контроль над посещением ими соответствующих сайтов в школе осуществляет учитель, дома – родители.

В образовательных организациях мероприятия по ограничению доступа учащихся к информации, наносящей вред их здоровью и развитию, проводятся постоянно в течение учебного года *(контентная фильтрация, осуществляемая провайдером сети Интернет; организационные меры; установка контент-фильтра на школьное компьютерное оборудование)*.

Министерство образования Республики Башкортостан координирует данную работу: методические материалы размещены на сайте министерства в разделе «Безопасный Интернет» *(https://education.bashkortostan.ru/activity/26287/), в ноябре 2016 года обновлен приказ министерства об организации мероприятий по защите детей от информации, размещенной в сети Интернет, причиняющей вред
их здоровью и (или) развитию (приказ от 18.11.2016 №1395 «Об организации мероприятий по защите детей от информации, размещенной в сети Интернет, причиняющей вред их здоровью и (или) развитию»),* ежегодно проводит мониторинг по организации мероприятий в данном направлении.

В соответствии с письмом Управления Роскомнадзора по Республике Башкортостан в органы местного самоуправления, осуществляющие управление в сфере образования муниципальных районов и городских округов Республики Башкортостан, направлены рекомендации по порядку ограничения доступа к сайтам (страницам сайтов) в сети «Интернет», содержащим информацию, распространение которой в Российской Федерации, запрещено.

За период с ноября 2016 года по март 2017 года Медиагвардией Региональным отделением Всероссийской общественной организацией «Молодая Гвардия Единой России» принято, обработано и передано на рассмотрение в Роскомнадзор 660 ссылок, содержащих противоправный контент.

По данным ведомственного мониторинга в образовательных организациях установлено программное обеспечение для контентной фильтрации и контроля Интернет-доступа: система контентной фильтрации провайдера, InternetCensor, SkyDNS, Dansguardian, NetPolice, Kindergate, Squid, ContentWasher, Comodo Firewall, Ideco ICS, Norton DNS, UserGate Proxy & Firewall, CensureBlock, Яндекс.DNS.

Однако при этом остаётся ряд вопросов, которые требуют решения:

1. Интернет-провайдеры, предоставляющие доступ к сети Интернет образовательным организациям, не обеспечивают качественную, полную блокировку сайтов, не связанных с задачами воспитания и образования. В то время как данная услуга входит в тарифный план, предоставляемый школам.
2. Ответственность за доступ на сайты, не связанные с задачами воспитания и образования несёт только руководитель образовательной организации, а Интернет-провайдеры, допускающие это – нет.
3. Отсутствие бесплатного программного обеспечения, обеспечивающего качественную контентную фильтрацию, разработанного специально для образовательных организаций. Бесплатная программа InternetCensor перестала обновляться.
4. В бюджетах образовательных организаций отсутствуют статьи расходов
на приобретение программного обеспечения (контент-фильтров).
5. Отсутствует перечень программного обеспечения, наиболее эффективно обеспечивающего контентную фильтрацию рекомендованный федеральными и (или) республиканскими органами власти, правоохранительными органами, Прокуратурой Российской Федерацией и Республики Башкортостан.
6. Отсутствие в общеобразовательных организациях технических специалистов. Обязанность за установку, настройку и техническую поддержку установленного программного обеспечения возложена на учителя информатики.

В течение учебного года проводятся мероприятия, посвященные обучению обучающихся безопасному поведению в сети Интернет:

всероссийский урок безопасности школьников в сети Интернет *(проводится с 2014 года)*. На уроки безопасности приглашаются представители правоохранительных органов и Интернет-провайдеров.

Всероссийская акция, посвященная безопасности школьников в сети Интернет *(с 2016 года)* *В рамках Всероссийской акции подготовлено и проведено 15 380 мероприятий в 61 субъекте Российской Федерации. Общее количество участников акции – более 480 000 человек. Победителями акции признаны 15 проектов, среди которых работа учителя начальных классов гимназии с. Раевский Альшеевского района Бартновской Ольги Сергеевны.*

В 2016-2017 году продолжена работа по реализации дополнительной образовательной программы «Медиабезопасность детей и подростков» (далее – программа), ориентированной на формирование у несовершеннолетних навыков безопасного пользования Интернетом и иными информационно-телекоммуникационными сетями, профилактику негативного влияния современных информационных технологий на психику несовершеннолетних.

В текущем учебном году программа реализуется в 971 общеобразовательной организации с охватом 183 142 обучающихся. Программа реализуется на кружковых, факультативных и (или) дополнительных занятиях в течение учебного года. В то же время программа реализуется не полностью и охватывает не всех обучающихся ввиду отсутствия в учебном плане оплачиваемых часов.

По поручению Министерства образования Республики Башкортостан Институтом развития образования Республики Башкортостан разработаны учебные модули «Безопасность работы в сети интернет» и «Обеспечение безопасности детей в киберпространстве: психологический аспект» предназначенные для реализации
на курсах повышения квалификации и обучающих семинарах педагогических работников.

При Временной комиссии Совета Федерации по развитию информационного общества создан Экспертный совет по информатизации системы воспитания и образования. Цель площадки – развитие коммуникации между педагогической общественностью и высшими органами государственной власти Российской Федерации. Каждый педагог и сотрудник образовательной организации мог вступить в Экспертный совет и принять участие в его деятельности. Педагоги республики принимают активное участие в работе Экспертного совета.

Обеспечение информационной безопасности детей возможно исключительно при условии эффективного сочетания государственных и общественных усилий при определяющей роли семьи. Поэтому особое внимание уделяется ограничению доступа детей к ресурсам сети Интернет в домашних условиях – в отсутствии родителей. Родители зачастую отстают от информационной грамотности своего ребенка, а многие и не подозревают, какой опасности он подвергается, сидя дома за компьютером, какой контент он смотрит. Родители не знают и не интересуются содержанием сайтов, которые посещает их ребенок, в какие компьютерные игры играет, какую музыку слушает.

Для решения данного вопроса образовательными организациями проводятся родительские собрания, беседы, разрабатываются памятки. *По данным ведомственного мониторинга в 2016-2017 году в школах республики проведено 5 970 родительских собраний, посвященных данной теме.*

Министерством образования в адрес Заместителя председателя Комитета Совета Федерации по конституционному законодательству и государственному строительству Л.Н. Боковой и в адрес Государственного Собрания – Курултая Республики Башкортостан обобщены и направлены проблемы, возникающие при организации мероприятий по защите детей от информации, наносящей вред их здоровью и (или) развитию, а также предложения по совершенствованию нормативных правовых актов в сфере безопасности в сети Интернет:

1. Обязать Интернет-провайдеров блокировать сайты, не связанные
с задачами образования и воспитания в образовательных организациях и возложить на них ответственность за доступ на эти сайты.
2. Поручить органу исполнительной власти Республики Башкортостан, ответственному за развитие информационных технологий разработать и централизованно внедрить (желательно бесплатно) программное обеспечение для образовательных организаций республики по блокировке сайтов, не связанных с задачами воспитания и образования.
3. .Разработать государственную программу по медиабезопасности детей
и подростков в сети Интернет.
4. Включить в нормативно-правовые акты (семейный кодекс) ответственность родителей за безопасность детей и подростков в сети Интернет.
5. В образовательных организациях ввести дополнительные штатные единицы: заместителя директора по ИКТ и (или) инженера-электронщика.
6. Разработать и внедрить программы для обучающихся и родителей, ориентированные на формирование навыков безопасного пользования Интернетом с выделением финансовых средств образовательным организациям для реализации данных программ.

Предложения Министерства образования частично учтены в проекте распоряжения Правительства Российской Федерации об утверждении проекта плана мероприятий по реализации Концепции информационной безопасности детей на 2017-2020 гг.

Наша общая задача заключается в том, чтобы ребенок с детства самостоятельно привыкал свободно ориентироваться в медиапространстве, умел взаимодействовать с различными источниками информации, не поддавался манипуляциям извне и мог делать самостоятельные выводы о качестве информационных продуктов.